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FICHA TECNICA DE LA ASIGNATURA

Nombre completo Professional Internship

Codigo E000013490

Impartido en Master in International Security Management [Primer Curso]

Nivel Master

Cuatrimestre Semestral

Créditos 9,0 ECTS

Caracter Practicas Externas

Departamento / Area Departamento de Relaciones Internacionales

Responsable lleana Daniela Serban

Descriptor Professional Internship

DATOS ESPECIFICOS DE LA ASIGNATURA

Aportacion al perfil profesional de la titulacion

Professional Internship

Resultados de Aprendizaje

By the end of this course, students will be able to:

1. Apply Theoretical Knowledge in Professional Settings: Integrate concepts from international security, risk management, and
cybersecurity into real-world professional environments.

2. Develop Practical Problem-Solving Skills: Engage with complex security challenges, applying analytical and decision-making
frameworks in practical contexts.

3. Enhance Professional Competencies: Strengthen communication, teamwork, and adaptability skills by working within security-
focused organisations.

4. Understand Organisational Dynamics: Gain insight into the operational structures, policies, and strategic decision-making
processes of institutions dealing with security management.

5. Build a Professional Network: Establish connections with industry experts, practitioners, and policymakers to enhance career
development opportunities.

6. Foster Ethical and Responsible Practice: Apply ethical considerations and professional standards in security-related roles,
ensuring integrity and compliance with legal frameworks.

7. Produce a Reflective Internship Report: Analyse the learning experience, detailing key takeaways, challenges faced, and

contributions made to the host organisation.
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BLOQUES TEMATICOS Y CONTENIDOS

Contenidos - Bloques Tematicos

1. Organisational Structures and Security Functions — Understanding the roles and responsibilities of institutions involved in
security management.

2. Professional Ethics and Compliance — Applying ethical considerations, legal frameworks, and professional standards in security-
related roles.

3. Applied Security Analysis — Engaging with risk assessment, threat analysis, and policy evaluation in real-world contexts.

4. Crisis Response and Decision-Making — Observing or participating in security and risk mitigation strategies within organisations.

5. Communication and Stakeholder Engagement — Developing skills in reporting, briefing, and liaising with different actors in the
security field.

6. Technology and Security — Understanding the role of digital tools, cybersecurity measures, and open-source intelligence in
security management.

7. Project-Based Work and Case Studies — Contributing to security-related projects and analysing real-world case studies to apply
theoretical knowledge.

8. Reflective Learning and Professional Development — Documenting experiences, challenges, and key takeaways from the

internship for future career growth.

METODOLOGIA DOCENTE

Aspectos metodologicos generales de la asignatura

Metodologia Presencial: Actividades

Professional activities and regular meetings with both professional and academic tutors.

EVALUACION Y CRITERIOS DE CALIFICACION

| Final report | 50%

| Continuous evaluation by professional tutor | 50%

BIBLIOGRAFIA Y RECURSOS

Bibliografia Basica

Specific to each internship.
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